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VISTO il decreto legge 31 agosto 2013, n. 101, convertito, con modificazioni, dalla legge 30
ottobre 2013, n. 125, e, in particolare, l'articolo 10 che, al fine di rafforzare l'azione di
programmazione, coordinamento, sorveglianza e sostegno della politica di coesione, prevede
l'istituzione dell'Agenzia per la coesione territoriale ripartendo le funzioni relative alla politica di
coesione tra la Presidenza del Consiglio dei Ministri e la medesima Agenzia;

VISTO il decreto del Presidente del Consiglio dei Ministri 9 luglio 2014 che approva lo Statuto
dell'Agenzia per la coesione territoriale, ed in particolare 1’art. 6;

VISTO il Decreto del Presidente del Consiglio dei Ministri 4 novembre 2014 con cui ¢ stato
nominato il Direttore Generale dell'Agenzia per la coesione territoriale (di seguito Direttore
Generale);

VISTO il Decreto del Presidente del Consiglio dei Ministri, 7 agosto 2015 di concerto con il
Ministro per la semplificazione e la pubblica amministrazione e con il Ministro dell’economia e

delle finanze, registrato alla Corte dei conti in data 7 ottobre 2015, pubblicato nella Gazzetta
Ufficiale n. 246 del 22 ottobre 2015;

il Comitato Direttivo dell’Agenzia per la coesione territoriale
adotta il seguente
REGOLAMENTO INTERNO

Articolo 1
Convocazioni delle riunioni

1. Fermo restando quanto disposto all’articolo 6 dello Statuto dell’Agenzia per la coesione
territoriale, ¢ possibile segnalare la necessita di convocare una riunione, dandone adeguata
motivazione, da parte di almeno due componenti del Comitato Direttivo

2. Il Direttore Generale, valutata la richiesta, ne comunica la decisione relativa.

Articolo 2
Ordine del giorno

l. Uno o piu componenti del Comitato Direttivo possono sottoporre all’approvazione del
Comitato stesso, I’inserimento di un punto all’ordine del giorno.
2. L’ordine del giorno ¢ approvato dal Comitato direttivo in apertura di ogni riunione.

Articolo 3

Procedura scritta

l. In caso di urgenza, il Comitato pud esprimere pareri per procedura scritta. A tal fine, la
Segreteria invia per posta elettronica certificata i documenti sui quali il Comitato deve esprimersi.
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2. I pareri si intendono favorevolmente espressi nel caso in cui, decorsi 5 giorni dall’invio dei
documenti, non siano pervenute osservazioni da parte dei Componenti del Comitato.

Articolo 4
Verbali delle riunioni

1. Per ogni riunione ¢ redatto un verbale nel quale si da conto dei pareri espressi in relazione a

ciascun punto all’ordine del giorno.
2. Il Direttore Generale invia la bozza del verbale ai componenti entro una settimana dalla data di

svolgimento della riunione per la relativa condivisione.

Articolo 5
Entrata in vigore

Il presente regolamento entra in vigore alla data odierna.
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ALLEGATO_1 al ct. Al CT. REG STRO UFFI Cl ALE. I nt. 0014861. 20- 11- 2018

Jss /20l

Wmé Cocsione Torsitoriatt

Il Direttore Generale

VISTO il Decreto del Presidente della Repubblica 28 dicembre 2000, n. 445 recante “Testo Unico sulla
documentazione amministrative” ed in particolare il Capo IV - art. 52 e ss;

VISTO il Decreto legislativo 7 marzo 2005, n. 82 e s.m.i., recante “Codice dell’ Amministrazione Digitale”;

VISTO il Decreto del Presidente del Consiglio dei Ministri 3 dicembre 2013, recante “Regole tecniche per il
protocollo informatico ai sensi degli articoli 40-bis, 41, 47, 57-bis e 71, del Codice dell'amministrazione
digitale di cui al decreto legislativo n. 82 del 2005”, pubblicato nel S.O. n. 20 alla Gazzetta Ufficiale - serie
generale - 12 marzo 2014, n. 59 ed in particolare il Titolo I;

VISTO il Decreto del Presidente del Consiglio dei Ministri 3 dicembre 2013, recante “Regole tecniche in
materia di sistema di conservazione ai sensi degli articoli 20, commi 3 e § - bis , 23 -ter , comma 4, 43,
commi 1 e 3, 44 , 44 -bis ¢ 71, comma 1, del Codice dell’amministrazione digitale di cui al decreto
legislativo n. 82 del 2005”;

VISTO il Decreto del Presidente del Consiglio dei Ministri 13 novembre 2014 recante “Regole tecniche in
materia di formazione, trasmissione, copia, duplicazione, riproduzione e validazione temporale dei
documenti informatici nonché di formazione e conservazione dei documenti informatici delle pubbliche
amministrazioni ai sensi degli articoli 20, 22, 23-bis, 23-ter, 40, comma 1, 41, e 71, comma 1, del Codice
dell'amministrazione digitale di cui al decreto legislativo n. 82 del 20057}

VISTO il decreto legge 31 agosto 2013, n. 101, convertito, con modificazioni, dalla legge 30 ottobre 2013, n.
125 ed in particolare I'art. 10 che, nell'ambito delle misure urgenti per il potenziamento delle politiche di
coesione, ba istituito I'Agenzia per la Coesione Territoriale;

VISTO il Decreto del Presidente del Consiglio dei Ministri 9 luglio 2014, recante 1’approvazione dello
Statuto dell’ Agenzia per la Coesione Territoriale;

VISTO il decreto del Presidente del Consiglio dei Ministri in data 7 agosto 2015 recante approvazione del
“Regolamento di organizzazione dell’Agenzia per la Coesione Territoriale”;

VISTO il decreto del Direttore Generale dell’Agenzia n. 47/2015 recante “Regolamento di articolazione
degli uffici di livello dirigenziale non generale dell’ Agenzia per la Coesione Territoriale”;

VISTO il Decreto del Presidente del Consiglio dei Ministri 6 agosto 2018, registrato dalla Corte dei Conti in
data 20 agosto 2018, con cui il Cons. Antonio Caponetto & stato nominato Direttore Generale dell’Agenzia
per la coesione territoriale, per un periodo di tre anni, a decorrere dal 5 settembre 2018;

RITENUTO di nominare quale Responsabile della gestione documentale, ‘dei flussi documentali, del
protocollo informatico e della conservazione la Dott.ssa Rita Cutonilli in ragione della specificitd della
materia e delle conoscenze necessarie per ottemperare ed assolvere i compiti previsti dalla normativa

vigente;

RITENUTO di dover coordinare il processo di diffusione ed utilizzo all’interno dell’Agenzia del Manuale di

Gestione dei Documenti Informatici; J/(
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VISTO il documento "MANUALE DI GESTIONE DE]I DOCUMENTI INFORMATIC] DELL 'AGENZIA
PER LA COESIONE TERRITORIALE —( DPCM 3 dicembre 2013. Regole tecniche per il protocollo
informatico, art.5);

DECRETA

1) Di approvare il “"MANUALE DI GESTIONE DEI DOCUMENTI INFORMATIC] DELL AGENZIA
PER LA COESIONE TERRITORIALE™.

2) Di nominare la Dott.ssa Rita Cutonilli quale Responsabile della gestione documentale e responsabile
della conservazione.

3) Di pubblicare il presente atto sul sito istituzionale dell’Agenzia per la Coesione Territoriale alla
sezione Amministrazione Trasparente -Manuale di gestione documentale.

15 NOV., 2018 Antonio Caponetto
Lab;zue!%wr#
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ALLEGATO 2 al ct. Al CT. REG STRO UFFI Cl ALE. I nt. 0014861. 20- 11- 2018

AGENZIA PER LA COESIONE TERRITORIALE

MANUALE DI GESTIONE DEI DOCUMENTI INFORMATICI
(DPCM 3 dicembre 2013, Regole tecniche per il protocollo informatico, art. 5)
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1. PREMESSA

Il manuale di gestione & uno strumento operativo che descrive il sistema di
produzione e di gestione dei documenti (analogici e digitali), come previsto dall’art. 3

e dall’art. 5 del DPCM 3 dicembre 2013, Regole tecniche per il protocollo
informatico.

Il documento serve a illustrare le procedure e a fornire le istruzioni per la corretta
formazione, gestione, tenuta e conservazione della documentazione analogica e
digitale. Esso descrive, altresi, le modalita di gestione dei flussi documentali e degli
archivi, in modo tale da organizzare e governare la documentazione ricevuta, inviata
0o comunque prodotta dall’amministrazione secondo parametri di corretta
registrazione di protocollo, smistamento, assegnazione, classificazione, fascicolatura,
ricerca e conservazione dei documenti.

2. QUADRO ORGANIZZATIVO DELL’AMMINISTRAZIONE
2.1.Area organizzativa omogenea e unita organizzativa responsabile
L’ACT ¢ organizzato in una sola Area Organizzativa Omogenea, denominata AICT.
L’organigramma dell’amministrazione ¢& strutturato come segue:
AOO AICT
Segreteria DG
UCP - Agenzia
Organismo indipendente di valutazione (OIV)
Comitato Unico di Garanzia (CUG)
Collegio dei Revisori
NUVEC
Settore 1
Settore 2
Settore 3
STAFF - Ufficio I
STAFF - Ufficio II
STAFF - Ufficio III
STAFF - Ufficio IV
STAFF - Ufficio V

Segreteria - APP
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APP - Ufficio I
APP - Ufficio II
APP - Ufficio III
APP - Ufficio IV
APP - Ufficio V
APP - Ufficio VI
APP - Ufficio VII
Segreteria - APS
APS - Ufficio I
APS - Ufficio II
APS - Ufficio III
APS - Ufficio IV
APS - Ufficio V
APS - Ufficio VI
APS - Ufficio VII

2.2.Ruoli e responsabilita
I ruoli definiti per I’assegnazione delle rispettive responsabilitd sono di carattere
applicativo (utenti configurati a diverso titolo nel sistema) e figure di coordinamento
delle procedure di protocollazione e gestione dei flussi documentali, anche ai fini
dell’invio in conservazione.

2.2.1. Ruoli applicativi
A ciascun Utente vengono attribuiti uno o piu ruoli, in relazione alla propria
operativita.

Nel sistema di protocollazione sono configurati i seguenti ruoli applicativi:

= Protocollista:

accesso alle assegnazioni dell’ufficio;
apertura registri;

assegnazione per competenza/conoscenza;
chiusura registri;

fascicolazione da protocollo;

lettura posta;

lettura registri;

VVVVVVYVY
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modifica rubrica;

protocollazione in ingresso;

protocollazione in uscita;

protocollazione interna;

registrazione;

rigenera email;

scarica documento originale;

visibilita assegnazioni rifiutate al protocollo;
annullamento parziale protocollazione.

VVVVVVYVYVYVYVY

Protocollista + doc. ris. (ruolo assegnato all’operatore di protocollo, al quale &
affidata la registrazione dei documenti riservati, oltre alle funzioni del
“Protocollista” sopra elencate):

accesso alle assegnazioni dell’ufficio;

assegnazione per competenza/conoscenza;

lettura posta;

protocollazione in ingresso;

protocollazione in uscita;

protocollazione interna;

protocollazione riservata;

registrazione;

rigenera email;

scarica documento originale;

visibilita assegnazioni rifiutate al protocollo;

VVVVVVVVYVYVY

Utente documentale:

assegnazione per competenza/conoscenza;
assegnazione per smistamento;
classificazione;

creazione/modifica fascicoli;
impostazione lista di competenza;
riassegna assegnazioni per conoscenza;
scarica documento originale;

visibilita gerarchica dei documenti;
visibilita sui protocolli riservati.

VVVVVYVYVVYVY

Utente documentale smistatore:
> assegnazione per competenza/ conoscenza;

6
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VVVVVVVYVY

classificazione;

creazione/modifica fascicoli;
impostazione lista di competenza;
riassegna assegnazioni per conoscenza;
riassegna su organigramma completo;
scarica documento originale;

visibilita gerarchica dei documenti;
visibilita sui protocolli riservati.

Utente documentale + DG (ruolo assegnato al Direttore Generale e alla
sua segreteria, dotato delle stesse funzionalita dell’”Utente documentale”
ma con possibilita di ricerca sull’intero registro):

VVVVYVVVVVY

assegnazione per competenza/conoscenza;
assegnazione per smistamento;
autorizzazione dati sensibili;
classificazione;

creazione/modifica fascicoli;
impostazione lista di competenza;
riassegna assegnazioni per conoscenza;
scarica documento originale;

visibilita gerarchica dei documenti;

lettura dei registri.

Utente documentale + dati sensibili (ruolo affidato agli utenti
documentali con funzionalita di autorizzazione per la visualizzazione di
documenti contenenti dati sensibili. Il ruolo ¢ attribuito ai responsabili dei
singoli uffici):

VVVVVVVVYVYYVY

assegnazione per competenza/conoscenza;
assegnazione per smistamento;
autorizzazione dati sensibili;
classificazione;

creazione/modifica fascicoli;
impostazione lista di competenza;
riassegna assegnazioni per conoscenza;
scarica documento originale;

visibilita gerarchica dei documenti;
visibilita sui protocolli riservati.
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* Amministratore di AOO:
amministrazione di AOO;
apertura registri;

chiusura annuale registri;
chiusura registri;

gestione caselle di posta;
modifica registri;
modifica rubrica;
modifica titolario.

VVVVVVVYVY

= Annullatore protocolli;
annullamento parziale protocollazione;
annullamento protocollazione;
lettura registri;

lettura posta;

protocollazione in ingresso;
protocollazione in uscita;
protocollazione interna;
registrazione;

rigenera email;

scarica documento originale.

VVVVVVVVVY

=  Amministratore di sistema;
» amministrazione;
> apertura registri.

®* Procedura RUP (ruolo attribuito al Responsabile Unico del
Procedimento, per la registrazione e 1’archiviazione della documentazione
inerente ai procedimenti amministrativi di competenza, come i concorsi
per I’assunzione di nuovo personale, gare di appalto, ecc.):

Accesso alla assegnazione dell’ufficio;

Aggiungi etichette ai documenti;

annullamento parziale protocollazione;

annullamento protocollazione;

assegnazione per competenza/conoscenza;

creazione/modifica fascicoli;

fascicolazione da protocollo;

impostazione lista di competenza; J/(

3 ]

VVVVVVVYYVY
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lettura posta;

protocollazione in ingresso;
protocollazione in uscita;
protocollazione riservata;
registrazione;

rigenera mail;

scarica documento originale;
visualizza protocolli riservati.

VVVVVVVYV

2.2.2. Accessibilita ai registri di protocollo
L'autorizzazione all'accesso ai registri di protocollo & regolata tramite i seguenti
strumenti:
 liste di competenza, gestite dall'amministratore di AOO, per la definizione
degli utenti abilitati ad accedere al sistema con la corretta visibilita e a
compiere operazioni sulla documentazione tramite 1’applicativo;
* ruoli degli utenti, gestiti dall'amministratore di ente (amministrazione), per la
specificazione delle macro-funzioni alle quali vengono abilitati;
= protocollazione "particolare o riservata”, gestita dall' “Amministratore di
ente”, relativa a documenti sottratti alla consultazione da parte di chi non
risulti espressamente abilitato.

L’Utente “Amministratore di AOO” avra la possibilitd di gestire le utenze
direttamente sul sistema, utilizzando le seguenti funzionalita operative:

" ricerca;

® creazione;

® modifica;

» disabilitazione;
= export.

Le richieste di creazione/modifica/disabilitazione di Utenti saranno inviate
dall’ufficio 2 di Staff “Organizzazione, Bilancio e Personale”
all’ Amministratore di AQO.

La visibilita completa sul registro di protocollo & consentita soltanto all'utente con il
profilo di “Amministratore di ente”, il quale ¢ I’unico con facoltd di assegnare agli

utenti uno o piu ruoli. //(
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Il RUP ha esclusiva visibilitd solo sulla documentazione relativa ai procedimenti
amministrativi di propria competenza.

L'utente assegnatario dei documenti protocollati & invece abilitato ad una vista
parziale sul registro di protocollo. Tale vista ¢ definita dalla lista di competenza in cui
l'utente € presente (sia come singolo, sia come ufficio).

L'operatore che gestisce lo smistamento dei documenti puo definire riservato un
protocollo ed assegnarlo per competenza ad un utente assegnatario.

2.2.3. Figure responsabili

In conformita ai dettami normativi sono individuate le figure Responsabili all’interno
dell’amministrazione .

2.2.3.1. Responsabile della gestione documentale
I compiti del Responsabile della gestione documentale sono:

* definire e assicurare criteri uniformi di trattamento dei documenti e di
classificazione e archiviazione, nonché di comunicazione interna tra le AOO;

* predisporre e mantenere aggiornato il manuale di gestione;

» predisporre, di concerto con il responsabile della conservazione, il responsabile
dei sistemi informativi e con il responsabile del trattamento dei dati personali,
il piano per la sicurezza informatica relativo alla formazione, alla gestione, alla
trasmissione, all’interscambio, all’accesso, alla conservazione dei documenti
informatici;

= produrre il pacchetto di versamento e assicurare il trasferimento del suo
contenuto al sistema di conservazione, secondo le modalita operative definite
nel manuale di conservazione.

2.2.3.2. Responsabile della conservazione
Il sistema di conservazione opera secondo modelli organizzativi definiti e distinti dal
sistema di gestione documentale.
Il Responsabile della conservazione dell’Agenzia coincide, come consentito dalla
normativa, con il Responsabile della gestione documentale.
II Responsabile fornisce le indicazioni utili alla definizione delle politiche del sistema
di conservazione e alla predisposizione del manuale di conservazione; il

' DPCM 3 dicembre 2013 in materia di protocollo informatico, art. 4 e DCPM 3 dicembre 2013, art. 6 ¢ 7.
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Responsabile della conservazione opera d’intesa con il Responsabile del trattamento
dei dati personali e con il Responsabile della sicurezza.

2.3.Policy di accesso al sistema
Attraverso un access control list — ACL — il sistema di gestione documentale permette
I’assegnazione differenziata dei profili di abilitazione, intervento, modifica e
visualizzazione dei documenti di protocollo in rapporto alle funzioni e al ruolo svolto
dagli utenti e garantisce la protezione dei dati personali e dei dati sensibili.

2.4.Posta Elettronica Certificata e Posta Elettronica Ordinaria
Per i documenti ricevuti o inviati tramite PEC, al fine di mantenere una
protocollazione centralizzata sia in ingresso che in uscita, il sistema “Folium” &
collegato all’intera INBOX dell’indirizzo PEC degli Uffici:

= per i protocolli in ingresso, gli operatori di protocollo protocollano le PEC
in ingresso attraverso apposita funzionalita;

» per i protocolli in uscita, gli operatori di protocollo in fase di registrazione
selezionano la casella PEC degli uffici mittenti.

L’indirizzo della casella di posta istituzionale e
direttore.generale@pec.agenziacoesione.gov.it.

3. LA GESTIONE DELL’ARCHIVIO CORRENTE

3.1.Formazione dei documenti
Il documento amministrativo informatico deve, di norma, contenere la
denominazione dell’ Agenzia e I’indicazione di:

* UOR responsabile;

= sottoscrizione;

= data di sottoscrizione;

= codice di classificazione;

* numero di allegati;

" oggetto;

=  destinatario;

= testo;

= eventuali elementi identificativi del responsabile del procedimento.

Il documento ¢& sottoscritto prima di essere protocollato.

11
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I formati utilizzati per la formazione dei documenti sono:
* Docx; Ods; Pdf/a (testo);
= Xlsx; Odt (calcolo);
= XML;
= Jpg, Tiff (immagini);
= Mp3 (suoni);
®  Avi(video);
* Formati e-mail = RFC 2822/MIME.

3.2.Duplicati e copie informatici
Il duplicato del documento informatico & un documento prodotto mediante idoneo
processo o strumento che assicuri che il documento informatico, ottenuto sullo stesso
sistema di memorizzazione o su un sistema diverso, contenga la stessa sequenza
binaria del documento informatico di origine da cui & tratto.
I duplicati informatici hanno il medesimo valore giuridico del documento informatico
da cui sono tratti se prodotti in conformita delle regole tecniche?.
I duplicati informatici sono corrispondenti nel numero e nella sequenza di valori
binari e non necessitano, dunque, di attestazione di conformita all’originale da parte
di un notaio o di un pubblico ufficiale.

Le copie informatiche di documenti analogici, spediti o rilasciati dai depositari
pubblici autorizzati e dai pubblici ufficiali hanno la medesima efficacia probatoria
degli originali se a esse ¢ associata, da parte di colui che le spedisce o le rilascia, una
firma digitale o altra firma elettronica qualificata e dichiarazione di conformita.

Le copie per immagine su supporto informatico di documenti originali formati su
supporto analogico hanno la medesima efficacia probatoria degli originali, se:

* la loro conformita ¢ attestata da un notaio o da altro pubblico ufficiale a cio
autorizzato, con dichiarazione allegata al documento informatico e asseverata
secondo le regole tecniche;

» sono formate nel rispetto delle regole tecniche e se la loro conformita
all’originale non & espressamente disconosciuta.

Le copie informatiche di documenti informatici, che si limitano a mantenere il
contenuto dei documenti originari ma non il loro formato.

2DPCM 13 novembre 2014 in materia di formazione dei documenti. //{
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3.3.La fascicolazione

L’ordinamento dei documenti tramite il raggruppamento in fascicoli viene operata

con l’obiettivo di dare un’organizzazione logica stabile, coerente e guidata
all’archivio.

La procedura di fascicolazione pud avvenire solo dopo la classificazione del
documento (secondo le voci del Titolario, o Piano di classificazione, presente
nell’applicativo di protocollo) e comporta 1’inserimento di ciascun documento in un
fascicolo predefinito, al fine di preservare il nesso logico che si instaura tra la
documentazione, evitando dispersioni o perdite e per agevolare, inoltre, il
reperimento della documentazione nell’ambito del sistema di gestione documentale.
L’operazione di inserimento & determinata dalla corrispondenza semantica tra le
funzioni individuate nell’indice di classificazione (titolo e classe) e le materie trattate
a livello di fascicolo.

I singoli documenti vengono aggregati nei diversi fascicoli sulla base dell’affinita del
loro contenuto intellettuale e secondo una struttura che possa rappresentare in modo
sistematico le pratiche (le attivita oppure i procedimenti amministrativi)
effettivamente gestite dall’amministrazione, da espletarsi con cadenze predefinite da
norme e regolamenti interni (come nel caso del procedimento amministrativo) oppure
secondo tempistiche fissate in maniera convenzionale (occorrenza annuale o
pluriennale).

L’applicativo di protocollo mette a disposizione i campi “nome” e “descrizione” da
associare ai fascicoli, i quali devono essere obbligatoriamente utilizzati al fine di
descrivere i contenuti documentali e ricercare le pratiche nel sistema.

3.3.1. 1l fascicolo informatico

Per ogni procedimento e attivita, I’ Agenzia ha ’obbligo di conservare in un fascicolo
informatico gli atti, i documenti e i dati da chiunque formati su supporto informatico.
Un documento nativo su supporto informatico deve essere conservato in originale su
tale supporto all’interno dell’apposito fascicolo. Ovviamente un fascicolo informatico
puo contenere anche copie di documenti nativi analogici.

Il fascicolo informatico € creato dal responsabile del procedimento o da una persona
incaricata all’interno del sistema di gestione documentale ed ¢ visualizzabile con
possibilita di intervento da parte degli utenti abilitati a operare sui documenti della

UOR responsabile. /
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I fascicoli creati, cui & associato ancora lo status di “aperto”, possono essere
rinominati 1’applicativo garantira la permanenza delle indicazioni relative alle
modifiche apportate nel tempo.

Se il contenuto & costituito di documenti informatici e documenti cartacei bisogna
rinominare anche la camicia del fascicolo cartaceo e indicare la collocazione fisica
del documento nell’archivio analogico.

Il fascicolo informatico in un sistema totalmente digitale garantisce la possibilita di
essere direttamente consultato e alimentato dalle amministrazioni coinvolte nel
procedimento.

I fascicoli informatici saranno trasferiti in conservazione, mediante pacchetto di
versamento, a cura del Coordinatore/Responsabile della gestione documentale o dal

suo vicario dopo la loro chiusura, nelle modalitd previste dal Manuale di
conservazione.

3.3.2. 1l set minimo di metadati del fascicolo informatico

Al fascicolo € necessario associare sempre un set di metadati, intesi come un insieme
di dati necessari ad identificare, descrivere il contesto, il contenuto e la struttura del
fascicolo, anche per permetterne la sua gestione nel tempo nell’ambito del sistema di
conservazione e nell’archivio di deposito.

I metadati minimi del fascicolo informatico e della aggregazione documentale
informatici rispettano quanto disposto dalle Regole tecniche in materia di formazione
dei documenti informatici.’

I metadati minimi del fascicolo informatico sono:

* identificativo univoco e persistente rappresentato da una sequenza di caratteri
alfanumerici associata in modo univoco e permanente al fascicolo in modo da
consentirne 1’identificazione;

= UOR responsabile del procedimento, che cura la costituzione e la gestione del
fascicolo;

" responsabile: cognome e nome;

" oggetto che riassume il contenuto del fascicolo o chiarisce la natura della
documentazione in esso contenuta;

" elenco degli identificativi dei documenti contenuti nel fascicolo che ne
consentono la reperibilita (collocazione fisica);

= indice di classificazione (titolo, classe); ‘//f

* DPCM 13 novembre 2014, allegato §
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= numero del fascicolo, identificativo di una catena numerica relativamente alla
classe e al titolo di riferimento dell’anno di creazione;

= data di apertura del fascicolo;

= data di chiusura del fascicolo;

= |o stato (aperto o chiuso).

3.3.3. I fascicoli ibridi

I1 fascicolo ibrido ¢ composto da documenti formati sia su supporto cartaceo sia su
supporto informatico.

I documenti afferenti allo stesso fascicolo costituiscono un’unica unita archivistica,
nonostante abbiano collocazioni differenti (file system e faldone); il nesso logico tra
la documentazione viene comunque preservato attraverso il codice di classificazione
e i metadati associati al fascicolo informatico, i quali, oltre all’indicazione di
titolo/classe, del numero di registrazione al repertorio, dell’anno di istruzione e
dell’oggetto della pratica, riporteranno anche le indicazioni sulla collocazione fisica
della documentazione cartacea, al fine di agevolarne anche il reperimento.

3.4.Gli strumenti dell’archivio corrente
Al fine di creare un ordinamento dell’archivio che rispecchi la mission e le attivita
effettivamente svolte dall’amministrazione, la PA si dota di documenti che
descrivono le procedure poste in essere e consentano la definizione e il monitoraggio
dei tempi di conservazione, durante I’intero ciclo di vita del documento (dalla
produzione, alla gestione corrente, alla fase di deposito, fino allo scarto o alla
conservazione permanente in sede di archivio storico).

Gli strumenti da predisporre per 1’archiviazione dei documenti inviati, ricevuti e
interni sono:
= registro generale di protocollo e registro giornaliero di protocollo;
" registri dei documenti riservati e registro di emergenza,
" repertori in cui vengono trascritti o registrati per esteso o per sunto documenti
e minute di documenti, ovvero vengono effettuate trascrizioni, registrazioni e
annotazioni costitutive dell'atto giuridico (organizzazione per serie
documentali: delibere, determine, contratti...);
» piano di fascicolazione: che elenca i fascicoli delle pratiche istruite, da
aggiornare con cadenza annuale;
e
15

192



" piano di conservazione (o Massimario di scarto): per la definizione dei criteri e
dei tempi di conservazione ed eventuale scarto dei documenti;

* manuale di gestione: descrizione delle procedure di formazione dei documenti,
di protocollazione e archiviazione nel sistema, secondo le disposizioni in
materia contenute nel DPCM 3 dicembre 2013, art. 5.

3.4.1. Registro di protocollo

Il registro di protocollo & lo strumento finalizzato all’identificazione univoca e certa
dei documenti ricevuti e spediti mediante la registrazione di determinati elementi che
caratterizzano ogni singolo documento. Il registro di protocollo svolge, quindi, una
fondamentale funzione giuridico probatoria attestando 1’esistenza di un determinato
documento all’interno del sistema di gestione documentale e garantendone
Pautenticita. Il registro di protocollo & un atto pubblico di fede privilegiata,
garantisce, fino a querela di falso, circa la data e ’effettivo ricevimento o spedizione
di un documento, di qualsiasi forma e contenuto. Esso, dunque, ¢ idoneo a produrre
effetti giuridici tra le parti.

Il registro di protocollo ha cadenza annuale, inizia, quindi il 1° gennaio e si chiude il
31 dicembre di ogni anno; il Registro ¢ unico per tutta 1’Amministrazione.

3.4.2. Titolario (o Piano di classificazione)
Il Titolario di classificazione si presenta come uno schema generale di partizioni
astratte (titoli e classi) costituite da voci ordinate secondo una precisa gerarchia (dal
generale al particolare, elaborate sulla base delle funzioni e non della struttura
organizzativa dell’ente), cui & associato un codice identificativo numerico.

Obiettivo della classificazione & quello di dare un ordinamento stabile e coerente
all’archivio, guidando 1’organizzazione dei documenti raggruppati in fascicoli (entita
logiche), secondo una struttura di voci che rappresentano in modo sistematico le
funzioni primarie (o istituzionali) e secondarie (o di programmazione e controllo) e le
materie attribuite al soggetto produttore dai provvedimenti istitutivi e regolamentari.
Classificare vuol dire quindi attribuire a ciascun documento un codice (indice di
classificazione) desunto da una struttura di voci (titoli e classi del piano di
classificazione) e associarlo a una definita unita archivistica (fascicolo).

Dal momento che i piani di classificazione si basano sulle funzioni, il documento non
viene classificato per tipologia di mittente/destinatario ma per attivité/procedimentc/;j.
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amministrativo afferente; alla voce di classifica (generale e astratta), si ricollegano le
concrete attivita poste realmente in essere, che corrispondono ai fascicoli.

Sono soggetti a classificazione tutti i documenti (ricevuti, spediti o interni), anche
non protocollati e indipendentemente dal supporto con il quale sono stati formati.

Il Titolario € unico per tutta I’amministrazione.

3.4.3. Repertori

Per repertorio si intende il registro in cui sono annotati con numerazione progressiva i
documenti non soggetti a registrazione nel Registro generale di protocollo, per i quali
€ prevista la registrazione particolare e separata degli atti interni. I documenti sono
comunque inseriti nel fascicolo archivistico di loro pertinenza per la loro minuta e in
originale (o in copia conforme all’originale) nel repertorio. Il complesso dei
documenti registrati a repertorio per forma omogenea costituisce una serie
archivistica.

La numerazione di repertorio si rinnova ogni anno solare: inizia il 1° gennaio e
termina il 31 dicembre di ogni anno. Ogni repertorio ¢ collegato al registro generale
di protocollo.

I documenti soggetti a repertoriazione sono:
= contratti e convenzioni;
= decreti;
= determine;
= deliberazioni;
= verbali;
= rapporto di versamento.

3.5.Repertorio dei fascicoli informatici
Un esempio di repertorio € il “Repertorio dei fascicoli”, che rappresenta il registro in
cui vengono annotati con un numero progressivo i fascicoli secondo 1’ordine
cronologico in cui si costituiscono all’interno dei gradi divisionali del titolario.
Il repertorio dei fascicoli informatici €, dunque, costituito da un elenco ordinato e
aggiornato dei fascicoli istruiti all’interno di ciascun titolo e di ciascuna classe del
titolario di classificazione adottato.

Il Repertorio reca i seguenti metadati:
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® anno di istruzione

® numero progressivo del fascicolo

= codice di classificazione nell’ambito del titolario adottato;

® oggetto dell’affare/procedimento/attivita;

* UOR responsabile dell’affare/procedimento/attivita;

* nominativo del responsabile dell’affare/procedimento/attivita;

= date di apertura e chiusura del fascicolo;

* numero dei documenti contenuti nel fascicolo;

= dati relativi alla eventuale collocazione fisica del fascicolo cartaceo;
= stato: chiuso/aperto.

I repertorio dei fascicoli informatici € unico ed ha cadenza annuale ed & generato e

gestito in forma automatica dal sistema di gestione informatica dei documenti,
tramite 1’applicativo del protocollo.

3.6.Massimario di selezione e scarto (o Piano di conservazione)
Il massimario di selezione & uno strumento da utilizzare durante la fase di deposito
dell’ Archivio, come previsto dall’art. 68 del DPR 445/2000.
Il massimario di selezione ¢ lo strumento con cui I’ente individua le disposizioni e
definisce i criteri e le procedure attraverso i quali i documenti, non rivestendo
interesse storico ai fini della conservazione permanente e avendo esaurito un interesse
pratico e corrente, possono essere eliminati legalmente, previa autorizzazione della
Commissione di sorveglianza sugli archivi, ai sensi del D.Lgs. 22 gennaio 2004, n.
42, art. 21, lettera d.
Il massimario individua le tipologie documentali in rapporto ai procedimenti che le
costituiscono e, a partire da tali tipologie, si applicano i criteri e le disposizioni atti ad
individuare i termini di conservazione.
Le operazioni di selezione, necessarie a garantire la corretta gestione e la
conservazione del complesso documentale dell’ente, avvengono nella fase di
deposito, in modo tale da sedimentare solo la documentazione ritenuta rilevante ai
fini della conservazione a lungo termine.
La proposta di scarto formulata su apposito modulo di *“elenco di scarto” in cui sono
indicate le tipologie documentarie, gli estremi cronologici della serie, il volume
(espresso in metri lineari o in chilogrammi, solo per i documenti analogici) e le
motivazioni dell’eliminazione, corredata da disposizione dirigenziale, & inviata alla
Commissione competente. L’attivita & soggetta ad autorizzazione.
Gli organi giudiziari e amministrativi dello Stato versano all'Archivio Centrale dello

Stato e agli archivi di Stato i documenti relativi agli affari esauriti da oltre trent'anni,/\/(
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unitamente agli strumenti che ne garantiscono la consultazione. Le procedure di
scarto sono espletate, dunque, prima del versamento in archivio storico®.

4. IL PROTOCOLLO INFORMATICO

4.1.Procedure di registrazione
I documenti atti a testimoniare e tutelare diritti e doveri devono essere registrati al
protocollo generale o nei repertori.
Sono oggetto di registrazione obbligatoria i documenti ricevuti e spediti, i cui
destinatari sono esterni all’ente o scambiati tra AOO dello stesso ente, e tutti i
documenti informatici, ad eccezione di quelli espressamente esclusi dalla normativa
vigente (DPR 445/2000, art. 53, comma 5) e altri documenti informatici gia soggetti a
registrazione particolare.
Per registrazione di protocollo si intende I’apposizione o I’associazione al
documento, in forma permanente e non modificabile, delle informazioni riguardanti il
documento stesso. La registrazione si effettua di norma entro la giornata di arrivo o
comunque entro 24 ore lavorative dal ricevimento o, se intercorrono dei giorni festivi
o di chiusura, nel primo giorno lavorativo utile.
Ogni numero di protocollo individua un unico documento e gli eventuali allegati allo
stesso. Ogni documento con i relativi allegati reca, dunque, un solo numero di
protocollo immodificabile.
La registrazione di protocollo per ogni documento ¢& effettuata mediante la
memorizzazione di elementi obbligatori immodificabili, elementi obbligatori
modificabili ed elementi non obbligatori e modificabili.
La registrazione degli elementi obbligatori immodificabili pud essere soltanto
annullata mediante un’apposita procedura autorizzata dal Responsabile della gestione
documentale (o suoi delegati). Le operazioni sono sempre tracciate nel sistema;
I’inalterabilitd e I’'immodificabilita della registrazione di protocollo sono garantite
dall’applicativo.

Il documento trasmesso/ricevuto con PEC ha lo stesso valore legale della
raccomandata con avviso di ricevimento.

Per trasmettere e/o ricevere un documento informatico si dovrebbe usare la PEC, ma
puo accadere che la comunicazione/istanza ricevuta sia inviata tramite e-mail.

5

*D. Lgs. 42/2004, art. 41.
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Le email inviate da una casella istituzionale dell’Agenzia sono considerate
sottoscritte con firma elettronica semplice (il mittente viene identificato inserendo il
proprio username ¢ la propria password) e sono soggette a protocollazione solo se il
contenuto € rilevante al fine giuridico-probatorio. In questo caso si procede alla
conversione dell’e-mail in formato pdf/a prima di provvedere alla sua registrazione.

4.1.1. Elementi della registrazione (modificabili e non)

Gli elementi obbligatori immodificabili servono ad attribuire al documento data e
provenienza certa attraverso la registrazione di determinate informazioni rilevanti sul
piano giuridico-probatorio

Tali elementi sono:

numero di protocollo progressivo e costituito da almeno sette cifre numeriche;
data di registrazione;

corrispondente, ovvero mittente per il documento in arrivo, destinatario per il
documento in partenza;

oggetto;

impronta del documento informatico;

Gli elementi obbligatori modificabili sono:

unita organizzativa responsabile del procedimento/affare/attivita (UOR);
responsabile del procedimento amministrativo (RPA);

codice di classificazione;

metadati del fascicolo;

numero e descrizione degli allegati.

Gli elementi non obbligatori modificabili sono:

collegamento con altri documenti o fascicoli diversi;
eventuali annotazioni.

4.1.2. Modalita di protocollazione in ingresso e in uscita

La procedura di protocollazione in ingresso segue un modello centralizzato.

Una volta protocollato in ingresso, il documento viene assegnato agli uffici
dichiarati competenti (assegnazione per competenza e conoscenza), i quali
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provvedono ad assegnare il codice di classificazione, a lavorare la pratica e ad
archiviare il documento nel fascicolo di pertinenza.

Riguardo alla protocollazione in uscita 1’ufficio invia il documento all’indirizzo
PEO protocollo.uscita@agenziacoesione.gov.it; I'UCP procede poi alla
protocollazione e contestuale spedizione, indicando 1’indirizzo del mittente.
Subito dopo viene effettuata 1’assegnazione come da prassi.

4.1.3. Casi d’uso di registrazioni di protocollo
Vengono di seguito fornite alcune indicazioni pratiche riguardo ai comportamenti
operativi che sono stati stabiliti per le situazioni pitt comuni:
" documenti cartacei o informatici in partenza con piu destinatari: qualora i
destinatari siano in numero maggiore di uno, la registrazione nel protocollo
generale € comunque unica;

" circolari e disposizioni generali: le circolari, le disposizioni generali e tutte le
altre comunicazioni che abbiano piu destinatari si registrano con un solo
numero di protocollo;

* lettere prive di firma: le lettere prive di firma vanno protocollate in quanto la
funzione notarile del protocollo (cioé della registratura) & quella di attestare
data e provenienza certa di un documento senza interferire su di esso. In fase di
assegnazione puo essere apposta nel campo “note” la dicitura “documento non
sottoscritto”. Sara poi compito dell’ufficio competente e, in particolare, del
Responsabile del procedimento amministrativo (ai sensi della L. 241/90)
valutare, caso per caso ai fini della sua efficacia riguardo ad un affare o un
determinato procedimento amministrativo, cioé se la lettera priva di firma
debba ritenersi valida o meno;

" registrazione “a fronte”: ogni documento ¢ individuato da un unico numero di
protocollo. Non ¢ pertanto consentita la cosiddetta registrazione “a fronte”,
cio¢ Iutilizzo di un unico numero di protocollo per il documento in arrivo e
per il documento in partenza, neppure se la registrazione avviene nel medesimo
giorno lavorativo. E in ogni caso possibile ed utile creare dei collegamenti tra i
documenti anche tramite le operazioni di fascicolazione.

g
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4.1.4. Annullamento della registrazione
L’Amministratore di AOO ha a disposizione una funzionalita applicativa per
annullare i protocolli. A
La richiesta di annullamento viene inviata da operatori di protocollo e utenti
documentali “fuori sistema”, tramite email, all’Amministratore di
AOO/Responsabile della gestione documentale.
L’ Amministratore di AOO accedera nel sistema con il ruolo di “Annullatore
protocolli”. L’applicativo tiene traccia delle singole modifiche apportate alle
registrazioni, restituendo sul  Registro I’evidenza delle  ragioni
dell’annullamento, della data e dell’autore che ha effettuato la modifica sul
sistema.

4.1.5. Documenti esclusi dalla registrazione di protocollo

Sono esclusi per legge dalla registrazione di protocollo’:

" le gazzette ufficiali;

= i bollettini ufficiali P.A.;

" jnotiziari P.A.;

" le note di ricezione delle circolari;

* le note di ricezione di altre disposizioni;

* imateriali statistici;

= gli atti preparatori interni;

" | giornali,

" leriviste;

= | libri;

* i materiali pubblicitari;

= gli inviti a manifestazioni.

Sono inoltre esclusi:

= j certificati medici dei dipendenti;
= le richieste di ferie;
= e richieste di permessi retribuiti.

3 DPR 28 dicembre 2000, n. 445, art. 53 comma 5.
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4.1.6. Segnatura di protocollo
La segnatura di protocollo consiste nell’apposizione o nell’associazione al documento
in originale, in forma non modificabile e permanente, delle informazioni
memorizzate nel registro di protocollo.
Essa consente di individuare ciascun documento in modo univoco.

4.1.7. Registro giornaliero di protocollo
Il registro giornaliero di protocollo & prodotto in maniera automatica dal software di
gestione documentale entro il giorno lavorativo seguente, mediante la generazione o
il raggruppamento delle informazioni registrate secondo una struttura logica
predeterminata e memorizzato in forma statica, immodificabile e integra.

Il registro giornaliero di protocollo & prodotto in formato PDF/A.
Gli elementi memorizzati del registro giornaliero sono i seguenti:
* identificativo univoco e persistente, espresso in Codice AOO, anno, mese e
giorno;
* data di chiusura (data di creazione del registro);
* impronta del documento informatico;
= Responsabile della gestione documentale (Nome, Cognome);
* oggetto (descrizione della tipologia di registro; ad es. “Registro giornaliero di
protocollo™);
" codice identificativo del registro;
" numero progressivo del registro;
* numero della prima registrazione effettuata sul registro;
* numero dell’ultima registrazione effettuata sul registro;

Il registro giornaliero & trasmesso al Sistema di conservazione entro la giornata
lavorativa successiva alla produzione.

4.1.8. Registro di emergenza

Il registro di emergenza viene attivato dal Responsabile della gestione documentale
(Amministratore del sistema) per cause tecniche, qualora non sia possibile utilizzare
la normale procedura informatica, dandone immediata comunicazione agli uffici.

Sul registro di emergenza sono riportate la causa, la data e l’ora di inizio
dell’interruzione nonché la data e 1’ora del ripristino della funzionalita del sistema.
Qualora I’impossibilita di utilizzare la procedura informatica si prolunghi oltre le 24
ore, per cause di eccezionale gravita, il Responsabile della gestione documentale
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(Amministratore del sistema) autorizza 1’uso del registro di emergenza per periodi
successivi di non piu di una settimana.

La sequenza numerica utilizzata sul registro di emergenza, anche a seguito di
successive interruzioni, deve comunque garantire |’identificazione univoca dei
documenti registrati nell’ambito del sistema documentario dell’area organizzativa
omogenea.

Le informazioni relative ai documenti protocollati in emergenza sono inserite nel
sistema informatico, utilizzando un’apposita funzione di recupero dei dati.

4.2.Protocollo particolare
Sono previste particolari forme di riservatezza e di accesso controllato al protocollo
unico per:

" documenti di carattere politico e di indirizzo di competenza del dirigente che,
se resi di pubblico dominio, potrebbero ostacolare il raggiungimento degli
obiettivi prefissati;

* documenti dalla cui contestuale pubblicita possa derivare pregiudizio a terzi o
al buon andamento dell’attivita amministrativa;

= tipologie di documenti individuati dalla normativa vigente contenenti i dati

soggetti a trattamento particolare (dati genetici, biometrici, sensibili e
giudiziari).

S. IL SISTEMA INFORMATICO

5.1.11 modello organizzativo
Nell’ambito della gestione documentale, 1’ Agenzia ha acquisito 1’applicativo Folium,
per la protocollazione informatica dei documenti. Le funzionalita del programma
sono rese disponibili attraverso i menu della rete Intranet dell’ Agenzia, il cui accesso
¢ subordinato a un processo di autenticazione informatica effettuato mediante il
sistema centralizzato dell’ Agenzia (user id e password).

5.2.Sicurezza del sistema informatico
Il sistema informatico per la gestione documentale, nelle sue funzionalita, & parte dei
sistemi informativi dell’Agenzia ed € ospitato sulle sue infrastrutture tecnologiche.
In tale ambito, pertanto, fruisce di processi, procedure, prassi consolidate e misure di
intervento volte a garantire la sicurezza e la disponibilita dei sistemi informativi e alla
minimizzazione dei rischi derivanti dal verificarsi di eventi potenzialmente pericolosi
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per le funzioni critiche dell’organizzazione. All’interno dell’Ufficio 3 di Staff (S.L.)
sono individuate organicamente le funzioni competenti per la Sicurezza IT dei
sistemi. Tutte le architetture tecnologiche, e in particolare il sistema informatico di
gestione documentale, sono implementate in un’ottica di alta affidabilita e di
ridondanza, sia a livello architetturale che, ove le risorse elaborative lo consentono,
tra i due siti (CED RGS di La Rustica e CED via Sicilia) che costituiscono il sistema
informatico dell’Agenzia. La gestione dei sistemi informativi prevede un costante
presidio sistemistico, articolato sui vari settori tecnologici di competenza, con
possibilita di intervento specialistico anche da remoto.

L’integrita dei dati & protetta attraverso la specializzazione degli accessi e
I’applicazione di misure anti-intrusione automatizzate.

La riservatezza dei dati & assicurata, a livello generale dei sistemi informativi, da un
sistema strutturato e controllato di profilazione delle utenze e di controllo degli
accessi, con utenze e password assegnate a livello centralizzato e nominativo e
funzioni individuate e specializzate per I’amministrazione dei sistemi e dei database.
Per la sicurezza fisica dei dati & implementata una gestione gerarchica e
automatizzata dei salvataggi, con copie di salvataggio parziali e totali replicate tra i
due CED.

L’autenticazione del mittente ¢ assicurata nei casi di PEC e di firma digitale.

5.3.Sicurezza fisica dei data center
Il sistema informatico di gestione documentale & ospitato su infrastrutture ubicate in
parte presso il CED RGS di La Rustica e in parte presso il CED di via Sicilia.
Il CED RGS di La Rustica & gestito dalle funzioni competenti di RGS e presenta
standard di sicurezza fisica e disponibilita molto elevati. II CED di via Sicilia &
protetto da un sistema di controllo accessi tramite badge specifici assegnati
nominalmente al personale autorizzato.

5.4.La manutenzione e la continuita operativa degli impianti elettrici
La manutenzione e la continuita operativa degli impianti elettrici del CED RGS di La
Rustica sono gestite dalle funzioni competenti di RGS.
La manutenzione e la continuita operativa degli impianti a servizio dei locali del CED
di via Sicilia sono assicurate all’interno dei contratti di servizio stipulati per la
manutenzione e continuitd operativa degli impianti elettrici, di condizionamento,
antiincendio, ecc...., per ’intera sede dell’Agenzia. |
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